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Abstract

On one hand, being a highly self-establishing wireless network with dynamic topology, mobile ad-
hoc networks (MANET) are not constrained by limitations of fixed framework, and as a consequence,
MANETs are now used increasingly in a wide range of fields. On the other hand, flexibility, the typ-
ical nature of MANET, making all nodes in an uncontrolled environment. Every node despite its
situation is equal to have an opportunity to deal with route events causing an unstable performance
of the whole MANET system. To deal such an uncertain problem within any MANET system, this
paper presents a novel model called Parallel Load Balancing and Overlay authentication System for
Secure Ad-hoc Communications. The model is designed to build up an over-layer to MANET sys-
tem with those nodes in good condition, which is called strong peers in this paper and do the route
job to avoid some bad situation like route fail or authentication fail. Simulation results comparing
MANET system with and without the help of over-layer are provided to demonstrate the proposed
model suitability for secure ad-hoc communications.
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1 Introduction

With the rapidly soaring frequency of myriad information correspondence in this busy society, and
also the widespread availability of mobile communicative devices with high-capacity network currently,
there is no doubt that mobile ad-hoc networking (MANET) technology enabling wireless devices to
dynamically establish networks with high data transmission efficiency as well as considerable conve-
nience [1] [2] [3]plays an increasingly indispensable role as a promising alternative for the form of
network connection and mobile communication in today’s world.

MANET system [4] [5] nowadays can be found lots of usage by various fields from small-scale com-
mercial conferences to military battlefield communications [6] for those instantaneous and temporary
tasks because such systems are always in badly need of some critical techniques including prompt de-
ployment and active configuration excluding a fixed infrastructure installation or a pre-existing central
control device. MANETs got those marvelous advantages like dynamic and flexible topology, self-
organizing nature, self-healing network capacity and so on, which meets the critical requirements for
those peculiar proposes. [7]
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Figure 1: A MANET system overview

As shown in Figure 1, each mobile device within a MANET system is deemed as a node acting
equally as not only a client but also a router. Its communication through network is accomplished by
dispatching packets from the source node to the destination node, and when a direct source-destination
link is unavailable, nodes in between are used as routers, which is also called multi-hop communica-
tion [8] [9]. It does mean to be more robust than classic central networks for its information relayed
mechanism avoiding cases like a drop of just one node leads to the breaking down of the whole system.

However, as a result of MANET system’s flexibility, all the nodes are served as routers, some of
which with unhealthy situations (e.g. low battery, low performance, weak signal, function deficiency,
etc.) may make a great contribution to a more unstable system [10] [11]. Furthermore, as the fact
that wireless communication is the most common way of MANETs’ communication, in which could
be straightforward eavesdropped on by any node within the system, it’s quite indispensable to choose
appropriate nodes as routers in defense of the problem device.

This paper proposes a novel ad-hoc model for secure ad-hoc communications (SAC), the parallel
load balancing and overlay authentication (PLBOA) system for SAC. The system is designed to be in
contrast to the existing route data loading and ad-hoc systems authenticating approaches, which merely
provide a single-node layer exposing to such a great number of potential threats that requiring more
human intervention to resolve the security problems [12].

The remainder of this paper is organized as follows: Section 2 explains our system detail design
for secure ad-hoc communications. Section 3 draws conclusions from the research findings as well as
discusses the further work.
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2 System Detail Design

2.1 Strong peer-based over-layer construction scheme

As is the fact that the traditional way to manage MANET system is just having all nodes taking part into
the system controlling regardless of any probable problems containing lowering computing power, de-
celerating processes, stressing energy cost, etc. Figure 2 illustrates the MANET system in the traditional
way. It’s those problematic nodes pushing the whole system into a dilemma, running still but wastefully,
that the main problem we need to settle down. [13] [14] [15]

Figure 2: A traditional MANET system

To solve the problems mentioned above, we propose the strong peer-based over-layer construction
scheme. The PLABO system with an over-layer full of strong peers can be illustrated like Figure 3.
The scheme holding the main idea that cautiously choose the strong peers, the healthy nodes within the
system, to build up the over-layer. With such an over-layer, only those strong peers have to take the
responsibility to serve as routers and also in this circumstance, the over-layer seemed to be a verifying
entrance doing the authentication job.
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Figure 3: An overview of the MANET system with an over-layer
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Algorithm 1 Strong peer-based over-layer construction scheme
Definition:
Plist :all nodes from the MAENT system
SPlist : a set of strong peers from the MANET system
Ir:the standard strong peer recommended index
F(x):strong peers indentification algorithm

1: for (i = 1,i ≤ count(Plist),i++) do
2: if (F(Px) ≥ Ir) then
3: add Px to SPlist ;
4: end if
5: end for
6: for (k = 1,k ≤ count(SPlist),k++) do
7: take the Sx into over-layer of the MANET system;
8: end for
9: deploy the over-layer in the MANET system;

In order to choose those strong peers to make up of the over-layer, it’s necessary to take situations
of the nodes within the system into consideration. For example, we can suppose B(x) as the remaining
battery percent, R(x) as RAM capacity, N(x) as network signal strength, and also C(x) as CPU utilization
rate and P(t) as its performance, then we have come up with an algorithm likes

F(x)=α B(x)+β
Rr(x)
Rt (x) +γN(x)+ C(x)P(x) (1)

where F(x) represents the recommended index of the device x to become a strong peer. The remaining
RAM capacity is represented by Rr(x) and respectively the total one by Rt(x), with both of which we
can work out the usage rate of RAM. In addition, the unit we use to consume N(x) is dBm, which is
always a negative number while the less it is the better signal it means. As for , and are all experiment
parameters.

2.2 Hash-based assignment distribution algorithm

With the strong peer-based over-layer construction scheme (SPOCS) acting as our very fundamental
standard to choose those strong peers making up the over-layer, we right now are able to have those
dependable devices for the whole system to do many things. Just take what we are going to talk about
as an example, it’s quite important for us to work out in what order distributing the new arrival nodes to
those strong peers of over-layer for authentication. And the method to choose strong peer for those jobs
is called hash-based assignment distribution algorithm (BADA) here.

Without BADA we cannot make sure of an identical opportunity for each strong peer being used for
new arrival nodes’ authentication. Only work it out can we ensure those strong peers’ high utilization
and full performance of their capacity under control, and as a result, to deal with this it’s undoubtedly
the prime choice to using a hash function. In this case, just by means of hashing the source IP address
from those new arrival devices, we can easily manage to make the new arrival devices authenticated in a
parallel load balancing way.
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Figure 4 illustrates how we manage to authenticating new arrival nodes by hashing its source IP
address. Given that the number of strong peers in this PLBOA system is N, now we can mark them
as SP1...SPN .Furthermore, we suppose the source IP of the device to hash as SrcIP. Here is the hash
function we proposed

hash(SrcIP) = SrcIPmod N (2)

where we use an common hash function by a modulo operation to get the value of hash(SrcIP),which is
also the mark of strong peer (SPx) chosen to deal with the new arrival node authentication issue.

Figure 4: an over-layer with hash-based assignment distribution

As for data packets distribution, we can surely use the strong peers to deal with issues like distributing
the data packets, which is also one of the BADA. Every time a strong peer receive data packets from
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outside, it will analyze the packet to find out information like source IP part as well as destination IP
part. Only if these IP match the one of the destination device of the MANET can the packet continue to
be transmitted to the corresponding device.

Algorithm 2 Hash-based assignment distribution algorithm

Definition:
SPlist : a set of strong peers from the MANET system
NP : the new arrival device to the MANET system
Packetx : the packet sent to MANET system

1: Once having a NP come to MANETs
2: use (2) to get the strong peer SPx to authentication
3: if(SPx authenticated)then
4: NP join in MANETs
5: end if
6: Once having a Packetx come to MANETs
7: use (3) to get the strong peer SPx to deal with packets
8: if(hash mapped rightly)then
9: transmit Packetx to the corresponding device
10: end if

With the router strong peer to process packets to guarantee the security of the MANET, now in order
to ensure the high efficiency of the whole system, it’s essential for us to make the whole process running
in a parallel way. Just the same as the above algorithm, we can easily make it come true by hashing the
source IP of the data packet.

As what is illustrated in Figure 5, we are obviously told that how we realize data packets distribution
with our strong peers. We firstly mark those strong peers in the MANETs as SP1...SPN .Respectively,
we do the same thing to the source IP of those data packets (Packet1...Packetn) sent to the MANETs as
SrcIP1...SrcIPn.Then we have our hash function to deal with the data packets

hash(SrcIPx) = SrcIPx mod N (3)

where we get the value of hash(SrcIPx),the mark of the strong peer data packet Packetx will send to. In
this way every data packet will be mapped to a specific strong peer. Then they can set out to the analysis
and transmission job.
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Figure 5: an over-layer with hash-based assignment distribution

3 Conclusions

We present a novel model called Parallel Load Balancing and Overlay authentication System for Secure
Ad-hoc Communications. The model is designed to build up an over-layer to MANET system with
nodes in good condition, which is called strong peers in this paper and do the route job to avoid some
bad situation like route fail or authentication fail. Simulation results validate our design ideas and provide
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useful guidance for the next detailed evaluation of other transmission performances.In addition, with the
rapid development of the wireless communication technology [16] [17], the multipath transmission mode
is more and more popular because of multi-path concurrent transmission’s characteristics. On the basis of
this model, we will follow the current research trends and combine mobile adhoc network (MANET) with
Multipath TCP(MPTCP) [18] [19] [20], so it will improve effectively the data transmission efficiency
and provide users with an over-layer MANET system,which is more convenient and secure.
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